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**To begin with, we utilize SQL injection to bypass authentication and retrieve the admin's email address without requiring credentials.**

**Next, we employ an XSS attack to generate a pop-up advertisement designed to disrupt the user and attempt to capture the website's cookies.**

**Finally, we identify the admin's password using the Burp Suite tool by establishing a connection through the Foxy Proxy extension. Once connected, we perform specific actions within the tool to uncover the password, which is (admin123).**